ONLINE SAFETY

Information and Guidance for Parents and Carers
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Presenter Notes
Presentation Notes
This presentation brings together:
- the latest research and key findings on children’s and young people’s online use and risk  
- parents’ views about their children’s media use, devices and supervision to monitor or limit use
- suggested resources and tips to empower parents to keep up with the latest trends/apps and games, manage controls and settings, and talk to children about risk - from bullying and sharing content, to extremism and gangs



ONLINE SAFETY Part A

Information and Guidance for Parents and Carers

Part A

1.Talking to your child about life online
2.Device use and ownership
3.Supervision & parental controls
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Presenter Notes
Presentation Notes
This presentation brings together:
- the latest research and key findings on children’s and young people’s online use and risk  
- parents’ views about their children’s media use, devices and supervision to monitor or limit use
- suggested resources and tips to empower parents to keep up with the latest trends/apps and games, manage controls and settings, and talk to children about risk - from bullying and sharing content, to extremism and gangs



This presentation brings
together:

Children and
Parents:
Media Use
and Attitudes

Children and Parents:
Media Use and
AT ituces Report

* Key Findings from: o

e Children and parents: Media Use and Attitudes report

O =

Published 7 May 2025

e Children’s Online User Ages 2025 Quantitative Research Study Anti-social Media

The violent, sexual and illegal content children are
viewing on one of their most popular apps

 Children and parents: media use and attitudes report 2025 — interactive data
 |WF Annual Data & Insights Report 2024, published April 2025

* https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-
views-of-gambling-among-children-and-young-people final O.pdf

making communications work
for everyone

* NSPCC (2024) Young people’s experiences of online sexual extortion or ‘sextortion’

e |Internet Watch Foundation Annual Report 2023

* Evidence on pornography’s influence on harmful sexual behaviour among children Report

2023 o
* Revealing-Reality Anti-social Media Report 2023 LG fL

* Suggested Resources and Tips for Staff to help Parents/Carers: IWF AnnU_al Data & InSightS SafeguardED

* keep up with the latest trends, apps and games
* manage controls and settings
* talk to children about risk

Report 2024
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https://www.ofcom.org.uk/siteassets/resources/documents/research-and-data/online-research/keeping-children-safe-online/childrens-online-user-ages/2025-april/chart-pack.pdf?v=395531
https://www.ofcom.org.uk/media-use-and-attitudes/media-habits-children/children-and-parents-media-use-and-attitudes-report-2025--interactive-data
https://www.ofcom.org.uk/media-use-and-attitudes/media-habits-children/children-and-parents-media-use-and-attitudes-report-2025--interactive-data
https://www.ofcom.org.uk/media-use-and-attitudes/media-habits-children/children-and-parents-media-use-and-attitudes-report-2025--interactive-data
https://www.ofcom.org.uk/media-use-and-attitudes/media-habits-children/children-and-parents-media-use-and-attitudes-report-2025--interactive-data
https://www.iwf.org.uk/annual-data-insights-report-2024/
https://www.iwf.org.uk/annual-data-insights-report-2024/
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://www.gambleaware.org/media/hbcp3qgd/exploring-the-lived-experience-and-views-of-gambling-among-children-and-young-people_final_0.pdf
https://learning.nspcc.org.uk/media/ylbobz5i/young-people-experiences-sextortion.pdf
https://learning.nspcc.org.uk/media/ylbobz5i/young-people-experiences-sextortion.pdf
https://www.iwf.org.uk/annual-report-2023/
https://www.iwf.org.uk/annual-report-2023/
https://www.childrenscommissioner.gov.uk/resource/pornography-and-harmful-sexual-behaviour/
https://www.childrenscommissioner.gov.uk/resource/pornography-and-harmful-sexual-behaviour/
https://www.childrenscommissioner.gov.uk/resource/pornography-and-harmful-sexual-behaviour/
https://revealingreality.co.uk/wp-content/uploads/2023/06/Revealing-Reality_Anti-social-Media_06-06-23.pdf
https://revealingreality.co.uk/wp-content/uploads/2023/06/Revealing-Reality_Anti-social-Media_06-06-23.pdf
https://revealingreality.co.uk/wp-content/uploads/2023/06/Revealing-Reality_Anti-social-Media_06-06-23.pdf
https://revealingreality.co.uk/wp-content/uploads/2023/06/Revealing-Reality_Anti-social-Media_06-06-23.pdf
https://revealingreality.co.uk/wp-content/uploads/2023/06/Revealing-Reality_Anti-social-Media_06-06-23.pdf
https://revealingreality.co.uk/wp-content/uploads/2023/06/Revealing-Reality_Anti-social-Media_06-06-23.pdf

SafeguardED

1. TALKING TO YOUR
CHILD ABOUT LIFE
ONLINE
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Presentation Notes
ASK: Find out what parents are currently worried about

TELL: Despite the positive finding that over seven in ten (72%) 8-17-year-olds who use messaging/social media sites or apps feel safe when using these apps/online sites, either all or most of the time, the online space is a risky environment for children.



.

Summary of parental concerns (3 — 17 yr-olds)

Nelil
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Source: Children and parents: media use and
attitudes report 2025

Parental concerns (3-12s)

Sharing personal information online Exposure to inappropriate content

details to inappropriate people

g 67% Them giving out personal - T6%

" 61% Companies collecting information
about what they are doing online

Experiencing harm or detriment

7T1% Them being bullied online/cyberbullying

o 70% Seeing content which encourages them to hurt or harm themselves
64% The possibility of them being influenced by extreme views online

B3% The pressure on them to spend money online

% Parents whose child age 3-12 goes online

Seeing adult or sexual content

T799% Seeing any other type of

inappropriate content

I 58%
Damaging their reputation
either now or in the future

Them not knowing how to tell if T79%
something is real or fake online s x

Parental concerns (13-17s)
Sharing personal information online Exposure to inappropriate content @

= 60% Them giving out personal ! 70% Seeing adult or sexual content re

rﬁ‘ details to inappropriate people
-

63% Companies collecting information
about what they are doing online

Experiencing harm or detriment

67% Them being bullied online/cyberbullying

o 63% Seeing content which encourages them to hurt or harm themselves
57% The possibility of them being influenced by extreme views online

46% The pressure on them to spend money online

% Parents whose child age 13-17 goes online

699% Seeing any other type of

inappropriate content

i 56%
Damaging their reputation
either now orin the future

Them not knowing how te tell if §49%
something is real or fake online s
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Presentation Notes
Many parents indicate that they have concerns around various aspects of their children’s online activities.
The primary worry of all parents of online 3-17s continues to be potential exposure to age inappropriate content - three-quarters of parents said they were either fairly or very concerned about their child seeing content which is not appropriate for their age (76%) and the same proportion were concerned about them seeing ‘adult’ or sexual content (74%).
72% were concerned their child not knowing how to tell if something is real or fake online.
Seven in ten (69%) parents fear their child might be bullied online,
A similar proportion (68%) are worried about them seeing content that encourages them to hurt themselves. 
61% of parents are concerned about their child being influenced by extreme views,
51% worry about the pressure to spend money online.

Unsurprisingly, there are many concerns which are more prominent among parents of younger (3- 12-year-old) children who go online.:
For example, a higher proportion of these parents compared to their counterparts (parents of teenagers) are concerned about their child being exposed to age inappropriate content (79% vs 69%), their child not being able to tell what is real or fake online (77% vs 64%), their child seeing content which encourages them to harm themselves (70% vs 63%), the 36 child giving out personal details to inappropriate people (67% vs 60%) and the possibility of their child being influenced by extreme views online (64% vs 57%). 


Are you CONFIDENT to TALK TO YOUR CHILD?
Is your child confident to TALK TO YOU?

Are there any areas you

11in 5 parents said their child told them about something they’d seen online that scared or upset them would not feel confident or
Action taken (%) r? comfortable to discuss?
100% .

90%

80% i

70%

60%

50%

40% i
30%

20%

10%

0% s .

Advised/told Advised/ told

Talked to my

Reportedthe Sought advice

child about my ciuie t(.) my chﬂc_i to Set up filters/ content to the on how to
block certain stop using parental z :
what had : website/ app it handle the
happened people/types certain apps/ controls appeared on e
of content sites

= All (aged 3-17) B4 56 52 34 32 20
m3-5 78 46 47 45 36 21
me-7 83 43 60 46 26 15
8-9 89 56 60 40 38 20
m10-12 9] 57 52 33 28 24
m13-15 78 65 42 24 35 21
m16-17 78 67 58 10 27 14

Younger children are more likely to tell a parent if they see something worrying or nasty online:
LGfLO *  92% of 8-12-year-olds say that they would tell a parent
* 85% of 13-17s say that they would tell a parent

SafeguardED Source: Children and parents: media use and attitudes report 2025
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Almost all the parents in this group (99%) took some type of action in response to being told that their child had seen something othat scared or upset them.:
Over four in five parents in  five  (84%) had spoken to their child about what had happened. 
Over half said they had advised their child to block a specific type of content or person (56%) and/or recommended that their child stop using certain apps or sites (52%). 
Notably, there has been an increase this year in parents setting up filters or parental controls after an incident of this nature, up from 23% last year to 34% this year
However only about a third (32%) of parents had reported the content to the site or app on which it appeared

TELL:
You do not need to be an IT expert to help your child stay safe online. One of the best things you can do to protect your children is to talk regularly with them about their use of technology- just as you do with all other areas of parenting. 
Having an open and honest approach is best - reacting, without involving them or talking to them, can often push behaviour underground, so it still happens, but you are less likely to know about it. This can increase risk to your child. 


SafequardED

YOU don’t need to be an
EXPERT ... be a PARENT

 It’s your choice — don’t let others dictate when the right time is to use tech.

e Stay involved — make time to communicate, talk about what they are
doing. What do they enjoy? What makes them laugh?

* Don’t quiz them — have regular conversations. What's their favourite app?
What is the best site to learn new things from?

e Join in — watch them play a game and join in. Who are they playing with?
Do they know the other players?

* ‘Show me how...” — ask their advice to help you with your privacy settings,
who you should add as a friend, are there any risks?

* Lead by example — children learn as much from watching as they do from
being told not to do something, so model good behaviour

* Reassure them — tell them that they won't get in trouble and that you are
always there to help



Presenter Notes
Presentation Notes
ASK – What do you do that works well? Share good practice

REMIND -  You do not need to be a tech expert to help your child with staying safe online. It’s ultimately about communication and being proactive. 




PARENTSAFE

Keeping your children safe: online & beyond

This page is for parents - if you are a teacher, click here
It's never easy to know how to keep our children safe when they aren't with us, and sometimes even when are, if we don't know what's happening

in their lives or on their devices! Who are they talking to, what are they doing, are they okay? Don't despair though...scroll through this page for
help or click a button to go straight to a particular topics.

TOP TIPS RIGHT NOW SAFE SETTINGS & CONTROLS WHAT'S THAT APP? TALKING TO CHILDREN

SCREENTIME TOP TOPICS (porn, bullying, ... SEX & RELATIONSHIPS HELP & REPORTING

LGfL’ parentsafe.lgfl.net

SafequardED
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TELL - It's never easy to know how to keep our children safe, especially if we don't know what's happening in their lives or on their devices! Who are they talking to, what are they doing, are they okay? Don't despair though... We’ve created a dedicated website for parents and carers - simply scroll through ParentSafe for help or click a button to go straight to a particular topics. We will look at some of these resources and tips shortly



QALKING TO CHILDREN ABOUT LIFE ONLINE

© Discussion Guide

Find conversation starters, story time ideas and top tips to
reinforce key safety messages at parentsafe.lgfl.net

Thorn have 18 topic-based
discussion guides with
questions to help start
conversations!

SafequardED
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Feel free to point out some of these free resources for parents to reinforce safety messages and start those key online safety conversations:
TELL:
For younger children, it’s important to talk about boundaries, being kind to others and what they can do if they see or experience anything that worries or upsets them. Story time books e.g. ‘The Online Zoo’ and ‘#Goldilocks – a Fairytale for the Digital Age’ are great ways to discuss risk, consequences and positive strategies in a non-judgemental, age-appropriate way.
For older children, Thorn have 18 topic-based discussion guides with questions to help start conversations!

https://www.lgfl.net/online-safety/resource-centre?s=16

SafeguardED

2. DEVICE USE AND
OWNERSHIP




HOW MUCH DO YOU KNOW about your child’s life online?

Proportion who go online, by age

100% 100% 100%

85%
Age 3-5 13-15 16-17

Almost all children (96%) aged 3 — 17 went online in 2024, highlighting the centrality
of the internet in their lives:
o Yol

* Younger children commonly use tablets to go online
e Older children are more likely to use mobile phones
Q
LGfL
Source: Children and parents: media use and
SafeguardED attitudes report 2025

KNOW 7
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TELL:
We will be looking at 3–17-year-olds patterns of media use, how they access different sources of media online, and the types of online activities they are participating in. This includes their behaviours and habits in terms of viewing, playing, learning, and interacting
Almost all children from aged 5yrs (96%) went online in 2023, highlighting the centrality of the internet in children’s lives. 
And we mustn’t forget that being online does create a lot of opportunity and joy for most of us. So, let’s think about how we can minimise risk and reduce their exposure to harm.


Does your child have their OWN MOBILE PHONE? If so, is
it a SMART PHONE?

What AGE do you think is appropriate?

Proportion of children who have their
own mobile phone

A
00 0O
©, i
LGfL %
i . - 10-12 13-15 16 -17

SafequardED

Source: Children and parents: media use and attitudes report 2025
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By the age of 11 nine in ten (91%) children aged 3-17 own their own mobile phone. in the period before they progress to secondary school, children become more likely to use a mobile phone to go online, while younger children (those aged 10 and under) are more likely to use a tablet.

TELL - A common debate is about the age at which children should be able to use smartphones. These are mobile phones that can access the internet and have apps installed on them. Some parents have opted for non-smart’ phones, which are mobiles that usually only have text and call capabilities.
 



SMARTPHONE or ‘NON’-SMART / BRICK phone?

REMEMBER IT’S YOUR CHOICE

Every child and situation is unique,
and you are best placed to know their needs

* Internet access

* Social media, apps and
games

* Notifications

* Anytime connection

e Parental controls

* NO internet access

* Some games

Anytime phone calls and texts
Limited parental controls

SafequardED
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ASK THEM TO CONSIDER:
How will they reduce any risks?
What does their child need the mobile for? Is it simply to stay in touch with you - then a ‘non-smart’ phone might be enough. But if you want them to access homework or learning on their mobile, then a smartphone might be better.
How you can help them child learn the basic skills to use it safely e.g. to send a message, take part in a group chat, manage their timings etc. Children need our support with developing these skills. You wouldn’t give your child a knife without guidance and support, similarly a phone can cause harm and so need to think about this.
Whatever they decide, communication is key - involve the child in the process to establish shared expectations.
Remember to set up parental control settings or use a parental controls app to help them stay safe.




Use of mobile phone or tablet to go online: by age

Age3 4 5 6 7 8 9 10 11 12 13 14 15 16 17

By age 11, ninein ten children own their own mobile phone, distinct from using a family device
* This correlates with transition from primary to secondary school.

LGfL
Source: Children and parents: media use and

SafeguardED attitudes report 2025
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As in previous years, the point at which it becomes more likely that a child will go online using a mobile rather than a tablet closely correlates with the age at which mobile phone ownership among children becomes almost universal. 


To help you with the
transition of pupils from
primary to secondary,
why not download our
FREE Leaflet for parents:

* understanding risk

« using tech for good

* healthy habits and tips

« when best to get a phone

SafequardED

O #
LGfL ®&ISLINGTON

SafequardED

Use and watch good tech

@ Choose technology that supports learning - e.g. maths,
languages and BBC Bitesize.

@ Enjoy quality TV as a family - avoid endless short-

reel videos on individual devices. For ideas see:
commonsensemedia.org

@ Ask your school for device recommendations.

Follow school phone policy

@ Read the school’s policy to support the school and
reinforce the messages at home.

@ Consider, does your child have the skills to manage a smart
phone? Would a more basic phone be better to start with?

@ Agree Home Rules for device use too - such as:
familyagreement.lgfl.net

Form good daily habits
@ Limit gaming to the weekends - school nights will be busy
with homework and clubs.

@ Follow minimum age restrictions on apps and games.

@ Avoid mindless scrolling. Be mindful of what you

digitally consume.

® Read quality books at bedtime.

® Create a study area at home without mobile devices.

@ Keep phones and gaming out of bedrooms.

Secondary school ready?

Pointers for family conversations about safety

= For a more equal future

Real online harms

The NSPCC calls the internet the “Wild West,” because
extreme and harmful content is easily accessible on
mainstream social media and contact with strangers via
platforms and games is all too frequent. Children don't
always understand the meaning of words nor the impact
of viewing/hearing extreme content. They get excited by
new friendship groups and often struggle to self-requlate
on these highly addictive apps, which nudge children to
share photos, videos and location. Schools have behaviour
policies which include expectations of online behaviour.
Children who reuse rude words they've heard online or share
inappropriate content could face serious consequences.

@ Be involved and set security passcodes on children’s
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https://drive.google.com/uc?export=download&id=1-E_5IiDOfw3EQBPQgbGe9f2Qy3T7o_ny…

Take them through some of the key points from this leaflet on healthy habits and using tech for good


https://drive.google.com/uc?export=download&id=1-E_5IiDOfw3EQBPQgbGe9f2Qy3T7o_ny

SafeguardED

3. SUPERVISION AND
PARENTAL CONTROLS




While parental concerns
in some areas have
increased considerably,
their enforcement of
rules appears to be
diminishing, partly due
to parents’ resignation
about their ability to
intervene in their
children’s online lives.

SafequardED

Rules about the video
content they watch online

Rules about the types of
websites or apps they can use

g, |
Rules about how much
time they spend online
el

Rules about who
they can contact online

Rules about spending
money online

% 3-12 year olds

76

73

(o)) o
(o)) w

()}
n

Top 5 parental rules in place
% 13-17 year olds

66

60

59

53

52

Source: Children and parents: media use and attitudes report 2025

What RULES do YOU SET about being online?
What do you do that WORKS?

Rules about spending
money online

Rules about who
they can contact online

Rules about the information
they can share online

Rules about the types of
websites or apps they can use

Rules about the video
content they watch online
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ASK: What rules do you set for your children? How confident are you in implementing them?





Do you RESTRICT their MOBILE PHONE USE?
If so, have you found it CHALLENGING?

93% have restrictions at home

74% when in bed at night time 55% when having meals

65% when having meals 54% when in bed at night time
61% when doing homework 36% when doing homework

39% when spending time with family 33% when spending time with family

SafeguardED Source: Children and parents: media use and attitudes report 2025
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ASK: What restrictions do you set for your children? How confident are you in implementing them?

More than eight in ten (83%) 8-17s in this group say there is at least one time when they cannot use their phones at home.  Looking at specific restrictions when a child in this group is at home, nearly six in ten (58%) of 8-17s who go online via their phone say they are not allowed to use their phones when they are in bed at night, with a similar proportion (57%) reporting that they are not allowed to do so while having meals. Younger children in this group are more likely than older ones to report having each of these restrictions in place





Digital Family Agreement

Why not have a family agreement to:
e clarify what is allowed...or not

» establish ground rules like no phones at
the table or in the bedroom at night-time

* agree shared expectations to reduce

arguments and keep everyone safe & DigiSafe ®
healthy

SafequardED

Download it at parentsafe.lgfl.net/digital-family-agreement
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TELL:
To help facilitate this, LGfL have  created a free digital family agreement that parents could sit down and populate with all family members to agree what is and is not allowed within their family around tech use. This includes parents! WE as parents also need to role model good behaviour.

https://parentsafe.lgfl.net/digital-family-agreement
https://parentsafe.lgfl.net/digital-family-agreement
https://parentsafe.lgfl.net/digital-family-agreement
https://parentsafe.lgfl.net/digital-family-agreement
https://parentsafe.lgfl.net/digital-family-agreement

Digital Family Agreement ([i:2]) DigiSafe°®

[ will: Why? Parent/carer will: Why?
Check with mum before getting a hew app Or game Put our devices down when you want to talk
Or buying an add-on so she Can check it's safe to me/us so we can model good behaviour
Set up privacy and safety settings oh any apps and Keep our mobiles away for important family
sites T use and show them t0 dad, SO he doesn’t . ok d di
worry time, e'qg- breakfast and dinner so we can

) y 3 have quality time and talk
Check with mum or dad before going live and )
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Presenter Notes
Presentation Notes
TELL - This is an example of a completed agreement – you may wish to take them through the sample statements to help them get started.

ASK – Have they heard of the term ‘Sharenting’?




What’s wrong with SHARENTING?
(when parents share photos of their children online)

* Identity theft

* Permanence of digital content
* Losing control of images

* Exposure to child predators

* Creates their children’s digital footprints before they are old enough to consent to it

SafequardED


Presenter Notes
Presentation Notes
TELL: 
Sharenting is when parents share photos of their children online. Usually, images are shared on social media platforms to capture memorable moments in children’s lives, such as first steps, trips to the zoo, school performances, and holidays.
more than 75% of parents have shared their children’s images on social media, and 33% have never asked their children for permission before sharing photos online.

EXPLAIN THE RISKS:
Identity theft -  sharenting habits expose incredible amounts of personal information about their children. More than 80% of parents use their kids’ real names on social media posts. 
Permanence of digital content – even if a post is deleted, someone could have taken a copy, which could put the child at risk or lead to bullying or teasing in the future
Losing control of images - most social media sites own any content posted to their platforms. This clause is usually hidden in the terms and conditions that most users scroll through without reading. This means the platform on which it is shared has ownership of the image.
Exposure to child predators - images parents share can contain information that allows predators to track children. E.g. school or uniform, street name of the family home, while geotags can allow people with nefarious intent to track the child’s real-time location. In addition, because parents cannot control how far these photos spread, it is impossible to know where they end up, even with privacy controls in place.
Since sharenting essentially creates their children’s digital footprints before they are old enough to consent to it, the practice can also create privacy issues between children and parents that can erode trust in that relationship. For all these reasons, it is important for parents to think twice before posting about their kids. 




HOW?

Do you SUPERVISE your child’s online activity?

Main online supervision method used (% of parents who’s children go online)

Being nearby and regularly
checking what they do

3-5s 66%
6-7s 75%
8-9s 76%

SafeguardED

Asking about what they are
doing or have been doing online
10-12s 70%

13-15s 64%
16-17s 48%

Source: Children and parents: media use and
attitudes report 2025


Presenter Notes
Presentation Notes
TELL - The two most commonly-employed types of parental supervision among parents of 3-17s are to:
ask their child about what they are or have been doing online (59%), and 
be nearby and regularly checking what their child does (55%). 
Of course, this varies as the child gets older and more independent, as  parents decreasingly monitor their child’s online life



Have you set up parental CONTROLS/PRIVACY SETTINGS for
ALL DEVICES and NETWORKS?

* Controls need to be set up on both the broadband connection
AND each individual device

* These do not come as standard so it’s worth checking

They are important because they allow you to: e
e Block and filter upsetting or inappropriate content or sites ==
* Plan what time and how long your child can go online for L\

SafequardED


Presenter Notes
Presentation Notes
TELL – it is important that these controls are set up on BOTH the broadband connection AND each individual device

About seven in ten (73%) parents of all 3-17-year-olds use at least one type of technical tool or control to manage their child’s access to online content; parents of 8-11-year-olds are more likely than those of older children to use at least one of these tools (84% vs 70% of parents of 12-15s and 54% of parents of 16-17s respectively). The most commonly-used technical tool used, across all parents of 3-17s, were parental controls built into the device by the manufacturer, e.g. Windows, Apple, Xbox, PlayStation etc. (32%). (Ofcom 2024)


Which ones have YOU USED?

g

95%

Aware of

43%

Parents of children
aged 3-12

2%
83 D/o ANY PARENTAL CONTROLS
Use

Parental control software set up
on particular device used to go online

65% Parental controls built into
the device by the manufacturer
Content filters provided by
your broadband ISP

Restrict access to
inappropriate online content

Change the settings to stop
downloads/purchases

Parental control software,
settings or apps

Monitoring apps

SafequardED

Are you AWARE of these PARENTAL CONTROL TOOLS?

Parents of children
aged 13-17

89%

Aware of

17% 41%

/

‘I prefer to

online use by
talking to them

(39%)

supervise my child’s

about setting rules’

/

Source: Children and parents: media use

and attitudes report 2025


Presenter Notes
Presentation Notes
There is a high awareness of technical control tools among parents, BUT  many are choosing not to use them

ASK – Why do you think this is the case?


TELL – it’s not as complicated or scary as you think. Let’s look at some top tips and resources to support you.

Parents of younger children are more likely than those with older children to use at least one type of technical tool or control to manage their child’s access to online content, with 83% of parents of 3-12s using at least one of these tools compared to 62% of parents of 13-17s. 
Among all parents, the most frequently-used technical tool or control, out of the options presented to them, continues to be parental controls built into the device by manufacturers (such as Windows, Apple, Xbox, PlayStation etc.). 
Parents of 6-7s in particular are more likely to use this type of control, with 50% of these parents saying they use these in 2024, compared to 36% in 2023.
Parents of 8-9- year-olds are more likely than last year to use apps installed on their child’s phone to monitor app usage. This year, 22% of these parents used such apps, up from 10% in 2023.


Visit internetmatters.org/parental-controls to find out how to set controls on devices:

Set up devices safely

Set parental controls on a range of
devices, apps, and platforms with our

how-to guides.

SafequardED

Smartphones & other devices

Select the smartphone, other device or

OS from the dropdown list:

Social media

Select the social media app or platform

from the dropdown list:

VIEW ALL

VIEW ALL

Broadband & mobile networks

Select your network provider from the

dropdown list:

Video games & consoles

Select the video game or console from

the dropdown list:

C

VIEW ALL

VIEW ALL

s


Presenter Notes
Presentation Notes
TELL – They can use this great page to find out how to set up controls on any smartphone, broadband, social media site/app and games console

REMIND - They need to set up parental controls on each of these individually

http://www.internetmatters.org/parental-controls/
http://www.internetmatters.org/parental-controls/
http://www.internetmatters.org/parental-controls/

SafequardED

Parental control apps like Google Family Link, Screen Time and Microsoft Family can let you
set limits across devices, apps and platforms

SAFE SETTINGS, CONTROLS & MONITORING

Apple, Android and Microsoft have tools to help you control what younger children can use and how long for. Click the images below for details.
Once they are older and have your trust, the same tools can help avoid arguments and help them learn to self-regulate (how long have they really
been on insta today? have they put down the phone at all in the last week?).

a"_‘f,‘ = e = e
o = ¢ = :“." : T s ? Kasper's overview
b == Moo s " ® e » o
c ool L] L [] S Sy =
o= el N R S > Y T
= B Leck L O Varessa -
Tu vvvvvvv 9 :
2 v —— r g P o g
- ‘ m:.:.".',"::" : - -
Apple Screen Time Google Family Link Microsoft Family Safety
Great for both parental controls and teen Digital Wellbeing is the next step for the There are no self-regulation features for
self-regulation older ones after Family Link older teens, but Family Safety is great for the

younger ones

Visit parentsafe.lgfl.net/ for additional advice and tips on settings and controls for all devices



Presenter Notes
Presentation Notes
EXPLAIN - As well as setting controls on your broadband, device, apps, games etc, Parental Control Apps like Google Family Link, Screen Time and Microsoft Family can further enhance safety by letting you set limits across devices, apps and platforms without needing to access these spaces separately. You can manage screen time, app access, inappropriate content restrictions and more.
Screen Time shows you how much time you spend on apps, websites and more. You can also set limits and restrictions for what you want to manage – on your own device or a child's device.
Family link can run on Android devices, e.g. Samsung… Parents can access and manage their child’s account and settings, and delete it if necessary

TIP – Why not run a ‘Bring your device and we’ll show you….’ pupil-led workshop to help parents with this at school?


https://parentsafe.lgfl.net/
https://www.internetmatters.org/parental-controls/smartphones-and-other-devices/google-family-link/
https://www.internetmatters.org/parental-controls/smartphones-and-other-devices/apple-iphone-and-ipad-parental-control-guide/
https://www.internetmatters.org/parental-controls/smartphones-and-other-devices/windows-11-parental-controls/

'
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REMEMBER ®

* As children get older, restrictions
and controls you use will change, but
only at a pace you feel is appropriate
for your child, not pressure from your
child “because everyone else is
allowed”

* Content filters are never 100%
effective, at some point your child
may come across inappropriate or
upsetting content, so make time to
talk regularly
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